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Before we start 
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ÅThis webinar will be recorded & published 

ÅDuring the webinar you can use the question box to 

ask all your questions, we will answer them during 

the Q&A session at the end

ÅAfter the webinar, the slides will be available for 

download on the Digifed website : 

https://digifed.org/

https://digifed.org/


DigiFed : Digitising Europe's Industry Together
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DigiFed is a H2020 funded project dedicated to support
European cross-border partnerships to foster industry to
digitalize their product/service and reach get into new markets
enabled by Cyber Physical Systems (CPS) & embedded
Systems

Å 12 Partners from 9 European Countries

Å Duration: 3 years,01/01/20 to 31/12/22-ƼƼ
Å Budget: 8NǛ
Å Cascade Funding: 3.9NǛto SMEs,start -ups & MidCaps

DigiFed is part of the EuropeanCommission ǆDigitising European Industry - DEI-tusbufhzǇ
https://smartanythingeverywhere .eu/

https://smartanythingeverywhere.eu/


Reminder

SINGLE AE:one company )66lǛ)

- The applicant Company :
- Want to develop a Cyber Physical System innovation, has a clear market vision, 

- Need technical support from a DigiFed Technology partner(cross border)

TWIN AE:2 companies from 2 different countries )3y!66lǛ!nby*

- Company #1 : 
- want to develop a Cyber Physical System innovation, has a clear market vision, 

- need complementary expertise to validate the concept,

- Company #2 :
- bring the complementary expertise to realize the prototype or access the market 

- NO DigiFed Technology partner involved
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Future Networks Lab 
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ÅFunction : Ejhjubm!Dbubqvmuǃt!Gvuvsf!Ofuxpslt!
Lab has been created to support the adoption 
of IoT, LPWAN and 5G technologies.

ÅPrinciple:
ǋ Lab based network access to a variety of

IoT network technologies including

LoRaWAN,SigFox,NB-IoT, LTE-M, and 5G

ÅAccess to expertise and equipment for

evaluating energy consumption

ÅAccess to expertise on tinyML and

benchmarking edge products .

ÅAccess to a larger outdoor LoRaWANtest

network in London, Northern Ireland and

in other parts of the UK

ÅAccess to a 5G test network in Brighton 
as well as other live networks through 
operator relationships in the UK

ǋ Access to expertise and environments

for performance evaluation of future 

network protocols
Å Uniqueness:

ǋ Only lab that combines access to these
network testbeds

ǋ Unique partnerships of Digital Catapult, 
BT, PTC, IBM, ServiceNow, Semtech and 
Texas Instruments

Å Maturity /TRL:

Å Technology ReadinessLevel

Å Applications :
ǋ Benchmarking of a solution/ product with

respect to other products /solutions on the

market

ǋ Identification of product improvements and

support for product roadmaps

1 2 3 4 5 6 7 8 9



AI/ML at the Digital Catapult
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Accelerating AI 
startups

Increasing AI 
adoption in Industry

Leading on 
applied AI Ethics

Digital Catapult



AI Compute, Machine Learning and AI Ethics 
Capability.
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ÅFunction: Artificial Intelligence and Machine learning can 
enable new services and innovations. However, smaller and 
medium AI startups often lack the resources to test their 
solutions at large scale. By offering access to compute 
resources, either cloud based or physical machines at our 
offices, Digital Catapult can help to alleviate this issue.

ÅPrinciple:

ÅTime and support on internal infrastructure (access to 
two DGX1 servers)

ÅEthics Support 

ÅCombined AI/IoT Technical support

Å Access to cloud credits/vouchers 

Å Uniqueness:

Å In AI specific solutions, Digital Catapult already 
supported over 90 startups across multiple industries

ÅAccess to resources provided by Google, Nvidia, AWS

Å Maturity/TRL:

Å Technology Readiness Level

Å

Å Applications:

Å Support early stage AI startups to 
bring new products to market in an 
ethical and efficient way

Å Access to compute for resource 
constrained startups/smaller SMEs

Å AI ethics advice for startups, 
smaller and larger SMEs

1 2 3 4 5 6 7 8
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Digital Catapult 

Partners and collaborators
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Recent publications

Digital Catapult

https://bit.ly/2W1
WI3K

https://bit.ly/2Swt
MOQ

https://bit.ly/2W1WI3K
https://bit.ly/2SwtMOQ
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SECURE infrastructure for trusted IoT platform
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ÅFunction: security infrastructure establishing an 
environment to isolate trusted code executed or data 
manipulation by an IoT platform  from an untrusted world

ÅPrinciple:
Å Integration of a secure hardware module
Å Integration  of a trusted OS  isolated from Linux with hardware 

mechanisms
Å Drivers and software bricks to drive the secure hardware 

module inside the trusted OS
Å Interfaces between untrusted world and trusted world to drive 

the secure hardware module.

ÅKey Performances:
Å The security hardware module accesses and sensitive data 

manipulation are hardware isolated from untrusted OS
Å Trusted applications can be developed to have secure 

services interfacing with untrusted OS 

Å Uniqueness:
Å Hardware isolation from an untrusted world for secure 

hardware module accesses
Å Stack in trusted OS for hardware secure module accesses
Å Bridge between untrusted OS and trusted world

Å Maturity/TRL: Technology Readiness Level

Å Applications:

Å Any application using a set of IoT devices to collect personal 
and/or critical data 

Å Support for IoT applications developers to secure their product

Å Smart factories, Energy production and distribution, Healthcare , 
critical infrastructure 

1 2 3 4 5 6 7 8 9

Example of SECURE 
infrastructure implementation 
using STM secure elements 
STM32 and TPM with Linux
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Information and Communication Technologies
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IoT & Digital Platforms Data Analytics& Artificial Intelligence

ÅShort-range IoT connectivity :

ÅBLE, ZigBee, NFC, UWB, WiFi.

ÅLong-range connectivity:

ÅNon-licensed bands: LoRa, Sigfox.

ÅLicensed bands: 2G/3G/4G (NB-IoT, LTE-M) and 
towards 5G.

Å IoT / IIoT protocols and interoperability:

ÅMQTT, CoAP, DDS, LwM2M, AMQP, Websoket, 
NodeRed, etc.

Å Indoor (UWB, BLE)and outdoor (GPS, GNSS, cellular)
location

Å Intelligence of Things:

ÅIA + ML on edge nodes.

ÅSmart Digital Platforms :

ÅHighly scalable.

ÅPublic, private and hybrid cloud architectures.

ÅArtificial Intelligence and Data Analysis:

ÅPredictive maintenance.

ÅData Lakes for Data Analytics.

ÅData interpretability and AI -algorithms:

ÅSmart Digital Platforms

ÅSmart Interaction with data platforms :

ÅNatural interaction with data (chatbots, etc.).

ÅDevelopment of platforms based on micro -services and 
ǆtfswfsmfttǇ



DependableEmbedded Systems

16. 10. 2020 IKERLAN - SPAIN 18

ÅFunction: Development of dependable systems
by experts on safe software engeenering and
real-time electronics

ÅPrinciple:

Å Embededd Systems developement certified
up to SIL4

Å Software developement and virtualization for 
real-time control

Å Automated Testing and Validation (HiL)

Å Artificial vision for embedded safety

ÅKey Performances:

Å +20 years experience on electronic and safe 
embedded systems developement

Å Safety Certified methodology (TÜV)

ÅUniqueness:

Å +10 Fuctional Safety Engeeniers

Å 1 Fuctional Safety Expert (unique in Spain)

Å Referential on the development of advanced 
and safe functionality executed in complex 
chips (SoC, multicore, GPUs)

Å Maturity/TRL:

Å Technology Readiness Level

Å

Å Applications:

Å Development of  software for control -units on 
transport (e.g., traction, elevation)

Å Development and validation of up to SIL4 
certified applications (e.g., railway signaling)

Å Virtualization of applications and plants (e.g., 
an elevation system)

1 2 3 4 5 6 7 8 9


